OVERVIEW:
In an effort to build capacity for economic growth and innovation, participants will explore policies and practices for maintaining advantage over competitors that seek to exploit, disrupt, or damage the networks and systems our societies and militaries depend upon. They will examine barriers to effective policy and practice development and ways to respond using comprehensive approach for cybersecurity.

The delivery format combines informational presentations on academic theory and practical frameworks with a national cyber security posture and capability assessment of awareness and capacity to counter cyber threats in scenarios based on actual attacks.

KEY OBJECTIVES:
- Cyber Attack Vectors and Vulnerabilities
- Cyber Conflict Elements and Regimes
- Security Plans, Frameworks and Controls

CCMR CONCEPT:
- Build capacity in allied and partner governments through custom-built short courses at three levels
  - Global (Monterey)
  - Regional (Identified by Combatant Commands)
  - Bilateral
- Emphasize interagency and multinational approaches
- Use presentations, case-studies, and exercises
- Allow participants to teach other participants
- Partner with other community providers

CCMR CYBER SECURITY SERIES:
- EIMET certified / FMF & FMS eligible 1 week course
- Can be adapted to identified needs of participants

Courses:
- Cyber Security Policy & Practice MASL#P309370
  In-Residence Course Scheduled for
  - 01-05 May 2017
  - 30 April - 04 May 2018
- Cyber Strategy Development MASL#P309470

These courses are delivered in partnership with the National Cybersecurity and Communications Integration Center, Air University Cyber College, Departments of Homeland Security, State and Justice, and with representatives from select international and domestic centers or institutes for cybersecurity.