In this two-part discussion, we’ll look at public domain material regarding:

- **Android and Linux Security approaches**
  - Trust anchors
  - Trusted boot
  - Hypervisors
  - Secure OS (lessons from Linux SE)
  - Key Management
  - Application Security
  - Layered Defense

- Stats on smartphone malware insurgence
- Known attacks
- A high level threat analysis
- Preparing for HW and SW trojans
- Learning from personal and enterprise computing
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